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ABSTRACT: Mobile network consists of number of mobile nodes moving in the network randomly. In mobile networks authentication is a required primitive for most security protocols. Unfortunately, an adversary can monitor pseudonyms used for authentication to track the location of mobile nodes. A frequently proposed solution to protect location privacy suggests that mobile nodes collectively change their pseudonyms in regions called mix zones. This approach is costly. Self-interested mobile nodes might, thus, decide not to cooperate and jeopardize the achievable location privacy. To analyze non-cooperative behavior of mobile nodes by using a game-theoretic model, where each player aims at maximizing its location privacy at a minimum cost. We obtain Nash equilibria in static n-player complete information games. As in practice mobile nodes do not know their opponents’ payoffs, we then consider static incomplete information games. To establish that symmetric Bayesian-Nash equilibria exist with simple threshold strategies. By means of numerical results, we predict behavior of selfish mobile nodes. We then investigate dynamic games where players decide to change their pseudonym one after the other and show how this affects strategies at equilibrium. Finally, we design protocols—Pseudo Game protocols—based on the results of our analysis and simulate their performance in vehicular network scenarios. The pseudonyms key changes mainly used in many areas such as peer to peer communication and wireless network, because this network only each time change the location. Public and private key is used for transferring the information, number of routing algorithm is used for route the information.
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I. INTRODUCTION

The mobile nodes are frequently changing their location, while change the location privacy of the mobile node is very important. The growing popularity of Bluetooth, WiFi in ad hoc mode, and other similar techniques is likely to fuel the adoption of peer-to-peer wireless communications. Corporations are developing wireless peer-to-peer technologies. The integration of peer-to-peer wireless communications into mobile devices brings new security challenges, due to their mobile and ad hoc nature. Wireless communications are inherently dependent on geographic proximity: Mobile devices detect each other’s presence by periodically broadcasting beacon messages. These messages include pseudonyms such as public keys in order to identify communicating parties, route communications and secure communications. A change of pseudonym by an isolated device in a wireless network can be trivially identified by an external party observing transmitted messages. Hence, a change of pseudonym should be spatially and temporally coordinated among mobile devices, i.e., a collective effort. One solution consists in changing pseudonyms periodically, at a predetermined frequency. This works if at least two mobile nodes change their pseudonyms in proximity, a rarely met condition. Base stations can be used as coordinators to synchronize pseudonym changes but this solution requires help from the infrastructure.

The approach in enables mobile nodes to change their pseudonyms at specific time instances (e.g., before associating with wireless base stations). However, this solution achieves location privacy only with respect to the infrastructure. Another approach coordinates pseudonym changes by forcing mobile nodes to change their pseudonyms within predetermined regions called mix zones. This approach lacks flexibility and is prone to attacks because a central authority fixes mix zone locations and must share them with mobile nodes.
The integration of peer-to-peer wireless communications into mobile devices brings new security challenges, due to their mobile and ad hoc nature. Wireless communications are inherently dependent on geographic proximity mobile devices detect each other’s presence by periodically broadcasting beacon messages. These messages include pseudonyms such as public keys in order to identify communicating parties, route communications and secure communications. Much to the detriment of privacy, external parties can monitor pseudonyms in broadcasted messages in order to track the locations of mobile devices.

II. RELATED WORK

2.1 Mix Zones: User Privacy in Location-aware Services

Privacy of personal location information is becoming an increasingly important issue. This paper a method, called the mix zone, developed to enhance user privacy in location-based services. We improve the mathematical model, examine and minimize computational complexity and develop a method of providing feedback to users. Traditionally, privacy of personal location information has not been a critical issue but, with the development of location tracking systems capable of following user movement twenty-four hours a day and seven days a week, location privacy becomes important: records of everything from the shelves you visit in the library to the clinics you visit in a hospital can represent a very intrusive catalogue of data. Location privacy is an important new issue and several strategies have been suggested to protect personal location information. The access Geographic Location/Privacy (Geopriv) Working Group has outlined architecture to allow users to control delivery and accuracy of location information through rule-based policies. Hengartner and Steenkiste describe a method of using digital certificates combined with rule-based policies to protect location information. The attacker can observe the times, coordinates and pseudonyms of all these ingress and egress events. His ideal goal is to reconstruct the correct mapping between all the ingress events and the egress events. This is equivalent to discovering the mapping between two sets of pseudonyms. During the period of observation, assume there are n ingress events and n egress events. The attacker observes n old pseudonyms going in, and n new pseudonyms coming out, most likely with some interleaving. Each permutation of the set of n new pseudonyms gives a new mapping.

2.2 On Neighbor Discovery in Wireless Networks with Directional Antennas

Several probabilistic algorithms in which nodes perform random, independent transmissions to discover their one-hop neighbors. Our neighbor discovery algorithms are classified into two groups, viz. Direct-Discovery Algorithms in which nodes discover their neighbors only upon receiving a transmission from their neighbors and Gossip-Based Algorithms in which nodes gossip about their neighbors' location information to enable faster discovery. Consider the operation of these algorithms in a slotted, synchronous system and mathematically derive their optimal parameter settings. We show how to extend these algorithms for an asynchronous system and describe their optimal design. Analysis and simulation of the algorithms show that nodes discover their neighbors much faster using gossip-based algorithms than using direct-discovery algorithms. Furthermore, the performance of gossip-based algorithms is insensitive to an increase in node density. The efficiency of a neighbor discovery algorithm also depends on the choice of antenna bandwidth. Direct discovery algorithm is used for determining neighbor only hear the when they hear transmission from neighbors. Gossip based algorithm are insensitive. Discovery Algorithms in which nodes gossip about each others' location information to speed up discovery. Some of the important contributions of our work are:

1. A simple mathematical model to derive the optimal parameter settings for synchronous direct-discovery and gossip-based algorithms.

2. A simulation-based performance comparison of the gossip-based and the direct-discovery algorithms, demonstrating that nodes discover their neighbors significantly faster using the gossip-based algorithm than using the direct-discovery algorithm. Interestingly, we also see that while the performance of direct-discovery algorithm degrades as node density increases, the gossip-based algorithm remains insensitive to an increase in node density.
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considered together as a single observed zone. possibly consisting of many observing spots and a large unobserved area, but logically, the scattered observing spots can be considered together as a single observed zone.

We derive the delay distribution and the average total delay of a vehicle within a density zone. Given the delay information, an adversary may still be available to track the target vehicle by a selection rule. We investigate the effectiveness of DLP based on extensive simulation study. all to both the traffic arrival rate and the variance of vehicles’ speed. Our proposed DLP scheme also has a better performance than both Mix-Zone scheme and AMOEBA with random silent period. We propose the vehicle density-based location privacy(DLP) scheme, which can mitigate the location tracking of vehicles by changing pseudonyms based on a threshold in neighboring vehicle count within a density zone.2)
We derive the delay distribution and the expected total delay of a vehicle within the density zone. Given the delay information, an adversary may still be available to track the target vehicle based on a selection rule. 3) Simulation results show that the probability of successful location tracking by an adversary is inversely proportional to the intensity of the traffic and the variance of the vehicles’ speed. Our proposed DLP scheme outperforms both AMOEBA (with random silent period) and Mix-Zone Schemes in reducing the probability of successful tracking by an adversary. The effectiveness of changing pseudonyms to provide location privacy in VANETs.

IV. PROPOSED SYSTEM

Protecting the location of mobile nodes from preventing third parties learning mobile node past and present location. To avoid the attack the pseudonym changes delete from present and past memory. The user-centric model is proposed for enhance the privacy for particular threshold value. Each node in the network decide to take the decision about to change their position or not. During the silent period the node cannot take the position about the pseudonym. Changes. Pseudonym game protocol is proposed for take decision about position changes in mix zone. This protocol is based on the coordinate the pseudonym changes. 1) An initiation phase, in which nodes request pseudonym changes, and 2) a decision phase, in which nodes decide upon receiving a request whether to change pseudonyms or not. Different type of equation is used for pseudonym changes. Dynamic games of incomplete information can be solved using the concept of perfect Bayesian equilibrium (PBE). In the network each player connected in the network. Each node know the tree of all other nodes in the network. In user-centric model node give the request to the other nodes in their proximity. User-centric model update the changes of mobile node location.

PROPOSED SYSTEM ARCHITECTURE

![Fig 1: proposed system architecture](image)

We present the game-theoretic aspects of achieving location privacy with multiple pseudonyms in a rational environment. We refer to the game-theoretic model as the pseudonym change game G. The key aspect of the game-theoretic analysis is to consider costs and the potential location privacy gain when making a pseudonym change decision. Considering the cost of pseudonyms and the available location privacy gain (upperbounded by the density of nodes and their locations unpredictability.)
Therefore, we investigate whether location privacy can emerge in a non-cooperative system despite the cost of changing pseudonym, differentiated privacy levels, and the need for coordination. Game theory allows for modeling situations of conflict and for predicting the behavior of participants deciding whether or not to change their pseudonym, e.g., during the silent period, nodes cannot observe each other messages.

At the end of the silent period, it appears that all pseudonym changes occur simultaneously. Mobile nodes must thus decide to change pseudonyms without knowing the decision of other nodes in proximity. The dynamic version of the game models protocols in which nodes do not start/stop transmitting at the same time, and may thus observe each others messages before making their decision.

### 4.1 Players

The set of players corresponds to the set of mobile nodes in transmission range of each other at time t. For a valid game we require no > 1. We assume that each node knows the number of other nodes in the mix zone. To achieve a consensus on this number, each node can adopt a neighbor discovery protocol.

### 4.2 Payoff Function

We model the payoff function of every node level of location privacy of node i at time t, whereas the cost depends on the privacy loss function and the cost of changing pseudonym at time t. If at least two nodes change pseudonyms, then each participating node improves its location privacy for the cost of a pseudonym change. If a node is alone in changing its pseudonym, then it still pays the cost and, in addition, its location privacy continues to decrease according to the location privacy loss function. If a node defects, its location privacy continues to decrease according to its location privacy loss function. Formally:

\[
A_i(T) = - \sum_{d=1}^{n(T)} p_{db} \log_2(p_{db}),
\]

### Table 1: 2-Player Strategic Form C-Game

<table>
<thead>
<tr>
<th></th>
<th>( \Pi_1 )</th>
<th>( \Pi_2 )</th>
</tr>
</thead>
<tbody>
<tr>
<td>( C )</td>
<td>( (1 - \gamma, 1 - \gamma) )</td>
<td>( (u_1 - \gamma, u_2) )</td>
</tr>
<tr>
<td>( D )</td>
<td>( (u_1, u_2 - \gamma) )</td>
<td>( (u_1, u_2) )</td>
</tr>
</tbody>
</table>
4.3 Register with public key

Wireless communications are inherently dependent on geographic proximity: mobile devices detect each other’s presence by periodically broadcasting beacon messages. A aims to track the location of mobile nodes. We consider that A can have the same credentials as mobile nodes and is equipped to eavesdrop communications. In the worst case, a global adversary A obtains complete coverage and tracks nodes throughout the entire network, by placing. For example, if a node decides to defect, then it continues broadcasting messages that can be observed by other nodes in the mix zone. In other words, nodes participating in a mix zone can use defection as a signal to avoid the cost of being silent. Any of these solutions can be used, but we consider the latter because it requires less network resources.

V. CONCLUSION

The problem of rationality in location privacy schemes based on pseudonym changes. We introduced a user-centric model of location privacy to measure the evolution of location privacy over time and evaluated the strategic behavior of mobile nodes with a game-theoretic model, the pseudonym change game. We analyzed the n-player scenario with complete and incomplete information and derived the equilibrium strategies for each node for both static and dynamic games. The obtained equilibriums allow us to predict the strategy of rational mobile nodes seeking to achieve location privacy in a non-cooperative environment. This analysis results in the design of new protocols, the Pseudo Game protocols, which coordinate pseudonym changes. An intriguing result is that when uncertainty about others’ strategies is high (i.e., static games), rational nodes care more about the successful unfolding of the game if the cost of pseudonyms is also high.
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