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ABSTRACT: A mobile ad hoc network (MANET) is a network in which data are transmitted from the sender to the 
receiver without the need for any infrastructure. In this network, the connected nodes may be in the form of laptops, 
mobile phones, personal digital assistant (PDA), and so on, and any node can work as a router that receives and sends 
packets [1]. In an ad hoc network, the delay of route traffic can be minimized by the clustering technique, and network 
performance as well as data transfer control can be improved by the selection of the routing protocol type [2]. 
This study investigates the effect of using the clustering technique in ad hoc networks and how this technique can 
increase resource savings and decrease time delay. It also describes clustering, cluster structure, cluster linking type, 
and the different types of clustering algorithms used in cluster head selection and their effects on MANETs. 
In addition, this study analyzes the performance of MANETs to show the effect of using cluster on the performance of 
ad hoc networks, so that a cluster-based routing protocol (CBRP) were used which is considered one of the clustering 
routing protocols . The CBRP is compared with other types of routing protocols, such as AODV, DSR, and DSDV, 
none of which uses the clustering technique. The conclusion and analysis of the results are discussed to explain the 
advantages and disadvantages of using clustering in MANETs.  
 
KEYWORDS: clustering, ad hoc networks, weighted clustering algorithm (WCA), dynamic mobile adaptive 
clustering (DMAC), highest degree ID algorithm (HDID) and lowest degree ID algorithm (LDID), cluster-based 
routing protocol (CBRP). 
 

I. INTRODUCTION 
 

A mobile ad hoc network (MANET) consists of a number of mobile nodes that jointly function as a router. A MANET 
can be created dynamically without any infrastructure. In this network type, the use of the clustering technique 
significantly reduces the routing traffic that occurs during the routing process. 
Clustering is used to divide an ad hoc network into small sets of nodes, with each cluster consisting of a cluster head, 
ordinary nodes, and gateway nodes. Clustering can be used for the effective utilization of resources for large ad hoc 
networks. 
This study explores the main clustering mechanisms for selecting cluster heads in ad hoc networks. The mechanisms 
include the lowest degree ID algorithm (LDID), highest degree ID algorithm (HDID), dynamic mobile adaptive 
clustering (DMAC), and weighted clustering algorithm (WCA). Different types of routing protocols are used to 
evaluate the performance of this network type with and without clustering. An NS2 simulator is utilized to study and 
compare the results.  
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Fig.1 shows all the nodes connected in the ad hoc network without clustering, and Fig.2 shows the same network with 
clustering. 
 

 
Fig.1. Ad hoc network without cluster 

  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Fig.2. Ad hoc network with cluster 
 

II. RELATED WORKS 
 
In [3], Authors proposed a new weight-based distributed clustering approach that can modify itself dynamically with 
the topology changes in an ad hoc network. The simulation results proved that the performance of this new approach is 
better than those of previous approaches. In [4], Authorssuggested a new algorithm, applied an annealing algorithm 
combined with clustering algorithms as a searching method, and developed another WCA. The simulation results 
showed that the new WCA performs better than the main WCA.In [5], Authorsproved  a new mobility-based clustering 
algorithm for calculating the different distances between nodes to assess the mobility of any two nodes. The simulation 
results of this study showed that the new algorithm can be used to provide a robust hierarchical routing structure that 
can be used in large MANETs.In [6],Authorspresented a DWCA to eliminate communication traffic by predicting node 
mobility. This study revealed the improvement in the QoS parameters of ad hoc networks. This improvement increased 
the performance of the whole network.In [7], Authors proposed a new algorithm called the signal and energy efficient 
clustering (SEEC) algorithm to improve MANET performance. This algorithm is dependent on the energy level and 
signal strength of each node in the ad hoc network. The simulation results of this study showed that the SEEC 
algorithm lengthens network lifetime and consumes little energy.In [8], Authorsshowed a theoretical approach to solve 
the clustering problem in wireless sensor networks. This study suggested that any node must be combined with its 
neighbouring nodes to make a clustering game for the selection of a cluster head. The results of the study showed that 
the approach can be used to reduce the problems in the selection of the best node to be a cluster head. 
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III. CLUSTERING 
 
Clustering is one of the most popular techniques used to reduce traffic in routes and minimize energy consumption in 
large wireless networks by collecting the nodes into groups called clusters. In the clustering algorithm, the agent node 
of each cluster is called the (cluster head), which is responsible for finding a suitable route for any node in his cluster; 
the other node that serves as an intermediary for any communication in the cluster is called the gateway. The remaining 
nodes in the network are called ordinary nodes [9],As shown in Fig. 3.  
 

 
Fig. 3. Clustering in MANET 

 
The choice of cluster head depends on different algorithms. To satisfy the requirements of MANETs, any cluster must 
be verified using the following properties: 
1. Any ordinary node must be a neighbor to at least one cluster head. 
2. Any ordinary node must be a neighbor to the cluster head with the bigger weight. 
3. No two cluster heads can be neighbors [10]. 
 

IV. CLUSTER STRUCTURE 
 
Two methods can be used to arrange the cluster structure. 
A- Connectivity-based method: network cluster is arranged based on the number of connectivity for each node in 
the network. The node with the highest number of neighbor nodes is elected as the cluster head. In this case, if the 
cluster head loses a neighbor node, its connectivity decreases, and other nodes can be elected as cluster head. 
B- Identifier-based method: this method depends on the ID of each node. If a node has the lowest/highest ID in its 
group, it is automatically elected as the cluster head [11]. 
 

V. CLUSTER LINKING TYPES 
 
Cluster links are classified into two types based on the nature of connectivity, As shown in Fig. 4.  
A- Bidirectional link: a cluster link is bidirectional if a two-directional link exists between two nodes of neighbor 
clusters or if two opposite unidirectional links are found between two different nodes of two different clusters. 
B-  Unidirectional link: a cluster link is unidirectional if only one unidirectional link exists between two nodes. 
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Fig. 4.Bidirectionally linked clusters 1, 2 and 1, 3; unidirectionally linked clusters 3, 4 
 

VI. APPROACHES FOR CLUSTER HEADSELECTION 
 
Several clustering approaches are used to select cluster heads in ad hoc networks. The cluster head is responsible for 
keeping the routing information and managing the network nodes. Existing approaches elect the cluster head based 
either on the IDs of the network nodes or on the location information of the nodes. As shown in Fig.5, the existing 
approaches for cluster head selection are the LDID, HDID, DMAC, and WCA. Each approach comprises properties 
and steps for cluster head selection. 
 

 
Fig. 5 Cluster head selection approaches 

 
A-Lowest ID Approach (LDID):LDID clustering is one of the most commonly used clustering schemes in ad hoc 
networks. The main idea of this algorithm is that the node with the lowest ID in its group is selected to be the cluster 
head of this group. The selected cluster head manages all communications and maintains all routes of the nodes.As 
shown in Flowchart 1, the main steps of the LDID process are as follows [12]: 
Step 1: Every node takes a specific ID that is different from all the other IDs for other nodes; this ID is transmitted all 
over the list of its neighbouring nodes. 
Step 2: Any node periodically checks the IDs of its neighbor nodes; if their numbers are greater than the node’s ID, 
then such node is elected as cluster head. Otherwise, the node elects the neighbor node with the smallest ID as the 
cluster head. 
Step 3:Any node with two neighbouring cluster heads is selected as a gateway node, which is used to connect two 
separate clusters.  
Step 4:Any node that does not have the previous properties is considered as an ordinary node. 
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Flowchart 1. The main steps of the LDID process 

 
The main attributes of the LDID approach are as follows: 
1- Any node can be connected with at least two nodes; hence, this algorithm is very easy to construct. 
2- In this type of clustering, no overlapped clustering and only disjoint clustering is permitted. 
3- Any node can send only one broadcasting message at a time; connectivity is thus extremely limited [13]. 
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B-Highest Degree Approach (HDID):As suggested by Gerla, the HDID approach is known as connectivity clustering. 
The HDID is one of the oldest clustering algorithms used for MANETs. It involves three types of nodes: cluster head, 
gateway, and ordinary node. The main function of a cluster head is to manage the connectivity traffic of the nodes in 
the cluster. 
As shown in Flowchart 2, the main steps of the HDID process are as follows: 
Step 1:Every node takes a specific ID, which is then sent to all other nodes in its specific transmission range. 
Step 2: Any node that receives this message is inserted as a neighbour node for the sender node. 
Step 3: The sender node with the largest number of neighbour nodes is elected as the cluster head. If several nodes have 
the same number of neighbour nodes, then the node with the lowest ID is selected as the cluster head. 

 
Flowchart 2. The main steps of the HDID process 

 
The main attributes of the HDID approach are as follows: 
1- This approach does not have any limitations on the number of nodes in a cluster. 
2- The main problem is that the cluster head cannot manage a large number of nodes simultaneously because of the 
limited number of resources [14].  
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C. Dynamic Mobile Adaptive clustering (DMAC):DMAC is a modified version of the dynamic clustering algorithm 
(DCA), which is used professionally when the movement of nodes is slow [15]. However, DMAC is better than DCA 
because it can achieve a high performance even for ad hoc networks with high-speed movement. 
As shown in Flowchart 3, the main steps of the DMAC process are as follows: 
Step 1:Every node must be placed in a specific cluster. 
Step 2:Every node takes a specific weight. 
Step 3: The node with the highest weight sends a message to all neighbor nodes to be the cluster head. 
Step 4:The other nodes with smaller weights wait for a cluster head message to decide which appropriate cluster to join. 
If the nodes do not receive any message from the cluster head, then they are not allowed to join any clusters. 
 

 
 

Flowchart 3. The main steps of DMAC process 
 
The main attributes of the DMAC approach are as follows: 
1- This approach can be considered as a passive approach, which means that nodes consume minimum energy during 
sleep and idle modes. 
2- The overhead of cluster maintenance is reduced as a result of the passive characteristics of this approach [16].  
 
D. Weighted Clustering Approach (WCA): This approach considers many factors, such as power of transmission, 
degree of each node, and battery power for each node. All of these factors must be used in cluster head selection. The 
WCA always uses a specific threshold to identify the number of nodes in a cluster and consequently ensure the 
successful operation of the medium access control (MAC) protocol [17]. 
As shown in Flowchart 4, the main steps of the WCA are as follows: 
Step 1: Calculate the degree of each node (n) in a specific transmission range by using eq.(1). 
Degreen=/ܳ(݊)/෌ {dis(n, nᇱ) < ܴܶ}௞

௡ !ୀ௡                                                                                                              eq. (1) 
Step 2: Calculate the difference in the degree between nodes by using eq.(2). 
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∆n =│Degreen -  │                                                                                                                                                 eq.(2) 
Step 3: Calculate the summation of all the degrees for each node with its neighbour nodes by using eq.(3).  
Degreen= ∑ {dis(n, nᇱ)}                                                                                                                                                            ௞

௡ eq.(3) 
Step 4: Calculate the average mobility for any nodeby using eq.(4). 

MOBn =
T
1     




T

t
YYXX tttt

1
11

22

                                                                                               

eq. (4) 

where (Xt, Yt) and (Xt-1, Yt-1) are the locations of node (n) at time t and t-1, respectively. 
Step 5: Calculate the time of each node to obtain the power consumed by each node. 
Step 6: Calculate the weights of each node from the previous results.  
Step 7: Select the node (n) with the minimum weight as the cluster head [3]. 

 
Flowchart 4. The main steps of the WCA process 
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The main attributes of WCA are as follows: 
1- The approach provides professional work for the MAC protocol and thus leads to great efficiency. 
2- A large amount of battery power is used by the cluster head because of the forwarding packet process; any node can 
communicate with several other nodes, in which case large amounts of power are consumed [18]. 
 

VII. ROUTING PROTOCOLS 
 
Routing is the act of carrying a piece of information from a source to a destination in an internetwork. An encounter of 
a minimum of one intermediate node inside the Internet occurs in this process. Given that routing has already been 
employed in networks since the 1970s, this concept is no longer a novelty in the field of computer science. However, 
the concept of routing has slowly been gaining popularity since the mid-1980s. Despite being less complicated and 
functional in homogeneous environments, high-end and large-scale internetworking shows the most updated 
development. 
Fundamentally, the routing concept deals with two activities: making sure that routing paths are optimal and moving 
the information groups, specifically referred to as packets, along and across an internetwork. The latter is called packet 
switching, which is easy to understand; by contrast, path determination can become complicated. Routing protocols 
adopt several metrics for calculating the best path before the packets are sent to their intended destination. These 
metrics are standard measurements using a number of hops, which are normally used by the routing algorithm to decide 
on the optimal path that should be used by the packet to reach its destination. The path determination process suggests 
that routing algorithms kick-start and retain the routing tables, which contain the entire packet route information that 
varies across routing algorithms. Routing tables contain a wide range of information generated by routing algorithms. 
The most common entries in the routing table come in the form of IP address prefixes and the next hops. Routing table 
destination or next hop associations suggest to the router that a destination can be reached in an optimal manner by 
sending the packet to a router while representing the “next hop” on its way to the final destination. The IP address 
prefix searches for a set of destinations for which the routing entry is valid. Switching is relatively simpler than path 
determination, in which a host is determined to send some packets to another server. The host is needed by the router 
address and sends the packet addressed specifically to the writers of the MAC address; the packet comes with the 
protocol address from the host to the given destination. The protocol address is then analysed by the router and verified 
in terms of whether such address knows how the data will reach the destination. If the answer is positive, then the 
packet is forwarded to its destination; if the answer is negative, then packet would be dropped. Routing is 
subcategorized into static routing and dynamic routing. Static routing indicates the routing strategy stated through a 
static and manual manner in the router. This kind of routing keeps intact a routing table that is typically written by a 
network administrator, and it does not rely on network status or on whether the destination is found active or otherwise. 
Dynamic routing is the routing strategy that is learnt by either the interior or the exterior routing protocol. This strategy 
largely depends on the state of the network, which means that the routing table is affected by the destination in an 
active manner. One great flaw of static routing is that when a new router is introduced or extracted from the network, 
the administrator is tasked to revise the changes in the routing tables. However, such is not the case with dynamic 
routing, in which each router is confirmed to be present through the flooding of the information packet into the 
network; every router within the network is subsequently propelled to learn about the “new visitor” and its entries [19]. 
 

VIII. ROUTING PROTOCOL CLASSIFICATION 
 
Many types of multi-path routing protocols are used for ad hoc networks [20]. These routing protocols are either table-
driven routing protocols (proactive routing protocols) or on-demand routing protocols (reactive routing protocols). Many 
routing protocols are hybrid and contain combined attributes of both proactive and reactive routing protocols. Proactive 
routing protocols update their routing tables periodically when a request is made to forward a message through the routes 
available in the routing table. In reactive routing, when a request for a route is received, the searching process is 
performed to find a route. In the route search process, the reactive routing protocols find multiple paths for the same 
source and destination pair. One out of these multiple routes is then selected to forward messages to the destination node. 
Figure 6 shows the classification of routing protocols. 
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Fig. 6 Classification of ad hoc routing 

 
 
A-Cluster-based Routing Protocol (CBRP): The cluster-based routing protocol (CBRP) was first presented in 1999 
by Jiang. In this type of routing protocol, wireless network nodes are divided into a number of disjoint and overlapping 
clusters. Each cluster selects one of its nodes to be a cluster head. This type of node is responsible for the routing 
process. The cluster heads are capable of communicating with one another using gateway nodes. Another type of 
cluster node is a gateway, which is defined as a node with two or more cluster heads as its neighbors. The clustered 
technique leads to little traffic because any route request is passed between cluster heads only and passing through the 
entire network is not necessary [21]. 
B- Ad hoc On-demand Distance Vector (AODV):AODV is one type of demand routing protocol. In AODV, routes 
are established only when needed to reduce traffic overhead. AODV can efficiently repair link failures. The AODV 
algorithm allows multi-hop routing between system nodes, which are necessary to establish an ad hoc network. AODV 
also allows mobile nodes to quickly find routes that are available in active communication for any destination node. In 
AODV, each node has an equal distance to every other node in the network. Thus, every node maintains a routing table 
with all known nodes. When a node in an active communication circle loses its communication with the other nodes, it 
can either repair the route locally by sending a route request to find a new route to the destination node or send a route 
error, which indicates that the destination node is unreachable. However, the main problem of AODV is the “count to 
infinity” phenomenon.             
C- Dynamic Source Routing (DSR): is an on-demand routing protocol. In this protocol, the sequence of nodes that are 
needed for packets to be transmitted are calculated and processed in the packet header. When packets are sent, the route 
cache within the specific node is compared with the actual route. If the result is positive, then the packets are 
forwarded. Otherwise, the route discovery process is initiated again. In other words, the source node specifies the entire 
route to be followed by a packet and not only the next hop. When the source node does not have a route, it sends a 
route request to any node that has a path to the specific destination or a route reply to the source node when it can reach 
such destination. This reply contains the full path embedded in the route request packet. The main advantage of DSR is 
that private mechanisms are not necessary to reduce loops. Route caching, which is used in DSR, can be used to 
eliminate the overhead of route discovery. However, DSR also has several disadvantages, such as collisions between 
numerous route requests made by neighbor nodes [19]. 
D- Destination-Sequenced Distance Vector (DSDV): is a table-driven routing protocol that adds a sequence number to 
distance-vector routing and keeps all short duration changes. In this protocol, each node transfers its own routing table 
updates, important link status changes, and its sequence numbers to other nodes periodically. When two routes to a 
destination node are received from two different nodes, the one with the highest destination sequence number is selected. 
However, if the two numbers are equal, the one with the smaller hop count is selected. DSDV always reduces the 
overhead of control through incremental update and settling time. In DSDV, the routes are maintained by periodic 
exchanges with the routing table. The settling time and incremental dumps are also used to reduce the overhead of 
DSDV control. DSDV maintains only the best path instead of maintaining multiple paths to every destination. Therefore, 
the amount of space in the routing table is reduced, and the table can be used to avoid extra traffic with incremental 
updates instead of full dump updates. The count-to-infinity problem is also reduced in DSDV [22].                                         
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IX. NETWORK SIMULATION 
 
This study aims to understand the effect of using clustering in an ad hoc network, measure the performance of cluster 
routing protocols, and analyze network behavior when clustering is employed. A comparative performance analysis is 
performedbetween cluster-based CBRP and three other routing protocols, namely, AODV, DSR, and DSDV, based on 
QoS parameters such as packet delivery ratio (PDR), average throughput, end-to-end delay, and number of dropped 
packets. The simulations are performed using the network simulator NS2 with continuous bit rates (CBR) as traffic 
sources. The source destination nodes are moved randomly over the network. The mobility model utilizes a square area 
of 400 m × 400 m with 25, 50, and 70 nodes. The simulation time is 120 seconds. The model parameters are shown in 
Table 1.    

Table 1. Simulation Parameters 
Value Simulation Parameters 
CBPR, AODV, DSR, DSDV Routing Protocol Type 
120 Simulation Time (sec) 
25, 50, 70 Number of Nodes 
400 × 400 Simulation Area (m) 
CBR Name of Traffic 
802.11 MAC Type 
Two-ray ground Simulation Model 
512 Packet Size (bytes) 
NS2 Simulator 

 
X. PERFORMANCE METRICS 

 
A- Packet delivery ratio: Packet delivery ratio is defined as the ratio between the total number of data packets 
delivered and the number of data packets sent (∑ Total number of packets received / ∑ Total number of packets sent). 
This ratio is used to illustrate the level of data delivery to the destination node. A high packet delivery ratio indicates 
the successful delivery of all packets to the destination node and therefore indicates the good performance of the 
protocol [23]. 
B- Average throughput: Average throughput is defined as the ratio of received data to simulation time. The data 
may be transferred over a logical or physical push through a network node. This ratio is always measured in data 
packets per second or data packets per time slot. 
C- End-to-end delay: This metric is defined as the time taken by the data packets to reach the destination nodes. 
Such time can be calculated by dividing the sum of all time differences between the sending and receiving of packets. 
A low end-to-end delay average in a network is a good performance indicator of the routing protocol.  
D- Number of dropped packets: When a packet reaches a network layer, the packet is forwarded to the destination 
if a valid route is available. Otherwise, the packet is buffered until it reaches the destination. If the buffer is full, the 
packet is dropped [24].  
 

XI. ANALYSIS AND RESULTS 
 

A-Packet Delivery Ratio: As shown in Table.2the improvements in PDR are obtained when AODV is used, The value 
of PDR varied according to number of nodes, as a general conclusion; there are (4% to 8%) improvements in PDR due 
to the use of AODV, but the when the number of nodes is small(25 nodes) the difference between the CBRP(routing 
protocol with clustering) and the AODV (routing protocol without clustering)  is small value (only 4%)but when the 
number of nodes increased to (50 and 70 nodes), the differences between CBRP and AODV is became higher and more 
than (8%).  
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Table.2 Packet Delivery Ratio of CBRP, AODV, DSR, AND DSDV 

No. of 
Nodes 

 
CBRP 

 
AODV 

 
DSR 

 
DSDV 

25 90.23 94.01 85.65 94.68 
50 88.21 96.01 84.32 91.52 
70 89.96 97.94 82.36 90.02 

 
As shown in Fig.7, the CBRP ranks third in packet delivery ratio. The performance of the CBRP is moderate compared 
with that of the other routing protocols. AODV shows the highest performance among the other protocols, including 
CBRP, DSDV, and DSR. Even when the number of nodes is increased, the packet delivery ratio in AODV also 
increases. Therefore, AODV has the best performance in terms of packet delivery ratio, followed by DSDV, CBRP, 
and DSR. 

 
Fig.7.Packet Delivery Ratio of CBRP, AODV, DSR, AND DSDV 

 
B-Throughput:As shown in Table.3 the improvements in throughput are obtained when CBRP is used, The value of 
Throughput also varied according to number of nodes, as a general conclusion; there are (30 to 330 Kbps) 
improvements in throughput due to the use of CBRP, this result obtained when a comparison occurred between CBRP 
and the other routing protocols, but the when the number of nodes is small(25 nodes) the difference between the 
CBRP(routing protocol with clustering) and the other routing protocol (without clustering)  is small value between (30 
to 330 Kbps) but when the number of nodes increased to (50 and 70 nodes), the differences between CBRP and other 
routing protocols is became smaller and between (9 to 257 Kbps).    

Table.3 Throughput of CBRP, AODV, DSR, AND DSDV 
No. of 
Nodes 

CBRP 
 

AODV DSR DSDV 

25 670.40 335.24 595.77 664.32 
50 645.21 352.41 610.08 641.41 
70 620.11 363.65 625.25 611.05 
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As shown in Fig.8. The throughput of the CBRP is the highest and shows an increase when the number of nodes 
decreases, maximum throughput can be obtained in CBRP with(25 nodes) and this value is decreased when the number 
of nodes increased to (50 and 70 nodes). CBRP is followed by DSDV and DSR. The lowest throughput is that of 
AODV. 

 
Fig.8. Throughput of CBRP, AODV, DSR, AND DSDV 

  
C-End-to-End Delay: As shown inTable.4 the improvements in End to End Delay are obtained when DSR is used, 
The value of End to End Delayalso changed according to number of nodes, the results show that the maximum  End to 
End Delay in AODV , and the differences ofEnd to End Delaybetween AODV and the other routing protocols is (170 
msec)but this value decreased  when the number of nodes is became greater (50 and 70 nodes), the most important 
conclusion is that the End to End Delay in CBRP is slightly changed when the number of nodes increased, the 
differences between the End to End Delay value for all CBRP cases is between (3 to 8 msec)  

Table.4 End To End Delay of CBRP, AODV, DSR, AND DSDV 
No. of 
Nodes 

CBRP AODV DSR DSDV 

25 251.85 345.52 175.32 217.65 
50 254.89 250.58 145.25 113.34 
70 259.94 251.45 150.36 119.94 
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As shown in Fig. 9, the end-to-end delay of the CBRP is moderate compared with that of the other routing protocols. 
The least end-to-end delay can be obtained using DSR. In this protocol, when the number of nodes decreases, the end-
to-end delay increases, and vice versa, but AODV shows the highest delay.                                 

 
Fig.9. End To End Delay of CBRP, AODV, DSR, AND DSDV 

 
D-Number of Dropped Packets: As shown in Table.5, the number of dropped packets in CBRP is small and this 
amount is slightly increased as the number of the nodes increased the amount of increasing is between (4 to 7 packets), 
the difference between CBRP and other routing protocols is between (10 to 36 packets), which is considered a very 
great amount and reflected clearly on the performance of the whole network.   
 

Table.5Number of Dropped Packets of CBRP, AODV, DSR, AND DSDV 
No. of 
Nodes 

CBRP AODV DSR DSDV 

25 23 59 35 34 
50 27 73 42 37 
70 34 78 49 45 

As shown in Fig.10, the CBRP registers the least number of dropped packets, and this number increases with an 
increase in the number of nodes. The CBRP is followed by DSDV and DSR. The largest number of dropped packets is 
observed in AODV; this number always increases as the number of nodes increases.                                 
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Fig.10. Number of Dropped Packets of CBRP, AODV, DSR, AND DSDV 

 
XII. CONCLUSION 

 
This study shows that the clustering algorithm can be used to reduce routing traffic by dividing the network into a 
number of clusters. The results of this study prove that the CBRP has a moderate packet delivery ratio and has the best 
throughput, even when the network size is increased. These performance results are attributed to the great reduction in 
flooding in the route discovery process. The CBRP has more delay time compared with DSR and DSDV because it 
consumes a considerable amount of time for maintaining the cluster structure. The number of dropped packets in the 
CBRP is the lowest among the routing protocols because of the clustering structure and the transferring process of any 
cluster, which is limited to the group of nodes separated from the other clusters. Considering all findings, we conclude 
that the clustering algorithm can be used to enhance the performance of ad hoc networks.  
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