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ABSTRACT: Mobile ad-hoc networks (MANETs) have received increasing attention in recent years due to their mobility 
feature, dynamic topology, and ease of deployment. However, the wireless and dynamic natures render them more 
vulnerable to various types of security attacks than the wired networks. The major challenge is to guarantee secure network 
services. To meet this challenge, certificate revocation is an important integral component to secure network 
communications. In this paper, a Cluster-based Routing Protocol (CBRP) is proposed to focus on the discovery and 
maintenance of route more efficiently in Mobile ad hoc networks. The performances of our scheme are evaluated by both 
numerical and simulation analysis. Extensive results demonstrate that the proposed routing protocol is effective and 
efficient to guarantee secure communications in mobile ad hoc networks.  

I. INTRDUCTION 

MOBILE AD-HOC NETWORK (MANET) 

A mobile ad-hoc network is a self organized wireless network which consists of mobile devices, such as laptops, 
cell phones, and PDAs (Personal Digital Assistants), which can freely move in the network. In addition to mobility, mobile 
devices cooperate and forward packets between each other to extend the limited wireless transmission range of each node 
by multihop relaying, which is used for various applications, e.g., disaster relief, military operation and emergency 
communications. 
 

Due to the absence of infrastructure, mobile nodes in a MANET have to implement all aspects of network 
functionality themselves.  They act as both end users and routers, which relay packets for other nodes. Unlike the 
conventional network, another feature of MANET is the open network environment where nodes can join and leave the 
network freely. Therefore, the wireless and dynamic natures of MANETs expose them more vulnerable to various types of 
security attacks than the wired networks. 
 

Among all security issues in MANETs, certificate management is a widely used mechanism which serves as a 
means of conveying trust in a public key infrastructure, to secure applications and network services. A complete security 
solution for certificate management should encompass three components such as prevention, detection, and revocation. 

 

Each device in a MANET is free to move independently in any direction, and will therefore change its links to 
other devices frequently. Each must forward traffic unrelated to its own use, and therefore be a router. The primary 
challenge in building a MANET is equipping each device to continuously maintain the information required to properly 
route traffic. Such networks may operate by themselves or may be connected to the larger Internet. MANETs are a kind of 
wireless ad hoc networks that usually has a routable networking environment on top of a Link Layer ad hoc network. 
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The growth of laptops and 802.11/Wi-Fi wireless networking has made MANETs a popular research topic since 
the mid 1990s. Many academic papers evaluate protocols and their abilities, assuming varying degrees of mobility within a 
bounded space, usually with all nodes within a few hops of each other. Different protocols are then evaluated based on 
measure such as the packet drop rate, the overhead introduced by the routing protocol, end-to-end packet delays, network 
throughput etc. 

II. NETWORK CREATION 

Network creation is the first module of the proposed scheme. It is used to create the network topology. Here N 
represents the Number of nodes present within the network. If the value of N is not provided then creating network is not 
possible. 

III. CLUSTER FORMATION 

In CBRP the nodes present in a wireless network are divided into several clusters. Each cluster has one node as the 
cluster head. These cluster heads are responsible for the routing process. A gateway is a node that has two or more cluster 
heads. Each cluster head has several cluster members. Due to the clustered structure there will be less traffic, because route 
requests will only be passed between cluster heads. 

 

Cluster structure  
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IV. CERTIFICATE REVOCATION 
 
 After the initiation of transmission the source node will identify whether the neighbour node is malicious or not. If 
it is a malicious node then it will await for certification revocation. Once the node is revoked then it should remove from 
the network.   
 
  
  
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Flow of certificate revocation 
 

 
CLUSTER BASED ROUTING PROTOCOL 
 

Route discovery is done by using source routing. In the CBRP, only cluster heads are flooded with route request 
(RREQ). Gateway nodes receive the RREQs and forward them to the next cluster head. This strategy reduces the network 
traffic. Once it reach the destination, discard Cluster Head will discard all duplicate RREQs. 

V. CONCLUSION 

Our proposed algorithm is a Cluster Based Routing Protocol for ad hoc network. By using cluster based routing 
protocol for routing, it decrease average end-to-end delay and improve the average packet delivery ratio. Cluster head’s will 
discard duplicate RREQ .Once the destination is found, then all RREQ gets drop. The reason is that, routing is depended on 
the address of cluster heads. By failing any node in the route, its CH may use another node to forward packets (if available). 
This causes the error tolerance to be enhanced. The performance of proposed protocol is reduce the damage from attacks, 
attacker node must be immediately removed from the network. By using a Cluster-based Certificate Revocation, the 
malicious nodes can be revoked from the network. 

VI. FUTURE WORK 

 Packet delivery ratio, Throughput, Packet loss ratio, Security 
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